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Installation Guide Introduction

1 Introduction

Hewlett Packard Operations Manager (HPOM) software features a consolidated
infrastructure Management Console that correlates fault and performance events across
entire IT infrastructure. It monitors both physical and virtual servers to identify the cause
of event storms, allowing faster time to resolution.

1.1 Purpose of the Document

The purpose of this document is to describe the procedure which is needed to:

« Install and configure IMC Smart Plugin for HPOM to receive faults generated in Cisco
IMC.

o Display the faults in a user friendly manner in HPOM browser.
e Map the faults to the hardware element from which the faults are generated

1.2 Acronyms and Abbreviations

The following table describes the acronyms and abbreviations used in the document.

Abbreviation Translation

IMC Integrated Management Controller
DNS Domain Name Server

Fl Fabric Interconnect

FQDN Fully Qualified Domain Name

HP Hewlett Packard

1N Internet Information Service

MOF Management Object Format

oM Operations Manager

omMw Operations Manager Windows
SNMP Simple Network Management Protocol
SPI Smart Plug In

ucs Unified Computing System

XML eXtensible Markup Language
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1.3 System Requirements

The HP Operations Management Server must meet the below mentioned minimum
requirements for this plug-in to work

Operating System - Windows Server 2008 R2 Standard (64 bit)
HP Operations Manager Server - HPOM Windows (OMW) 9.0
Operations Agent Version 11.0.44

Java 1.6 (by default bundled with HP- OMW installation)

1.4 Major Features

The major features of Cisco IMC Smart Plugin are:

The plugin server now runs as a windows service. The communication of GUI and CLI
takes place through this service. The main idea behind converting the plugin into a
service was to continue monitoring (receiving faults) of nodes even when the user
has logged out

The service hierarchy for each IMC node has been covered to a greater depth.

The IMC nodes to be monitored can be added to the configuration file at the run-
time through the application’s user interface. (The application receives the faults
from the IMC and then sends to HPOM).

The faults are received by subscribing to the IMC event channel using IMC XML APlIs.

CLI is made non-interactive as the start and stop monitoring can be initiated in a
single line

Faults now appear on individual components from DP-MR3 version of cimc.
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2 Installing Cisco IMC Smart Plugin

This section describes how to install and configure the Cisco IMC Smart Plugin.

1. Installing the Smart Plugin application. This is done automatically through an installer
as described in Section 2.1.

2. Configuring the Cisco IMC Agent Controller application with management server
information and the details of the IMC nodes to be monitored as described in Section
2.2,

3. Adding the node to be monitored, to the list of nodes in the HPOM (to view the faults
under appropriate components on the node), and deploying the policies on the node
(to form the hierarchy of the node and to enable the OM to receive the faults) as
described in Section 2.3.

4. Receiving faults by using “Cisco IMC Agent Controller” as described in Section 2.4.

2.1 Installing the Smart Plugin

This section describes how to install the Cisco IMC Smart Plugin. The following three
environment variables are set by default during the installation of HPOM. The installer verifies
if the following environment variables are set:

e OvlnstallDir
e OvShareDir
« OvDataDir

2.1.1 Running the Installer

1. Double click the Cisco IMC Smart Plugin 1.0.1 Setup.exe to launch the installation.
The Install Cisco IMC Smart Plugin window appears.
Click the Yes button to proceed with the installation.

Install Cisco IMC Smart Plugin 1.0.1 |

@ This will install Cisco IMC Smart Plugin 1.0.1 on your computer, Continue?

Yes Mo

2. The IMC Smart Plugin Setup window appears.
Click the Next button.
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Cisco IMC Smart Plugin 1.0.1 Setup E |

Welcome to the Cisco IMC Smart Plugin 1.0.1
installation wizard

This will install Cisco IMC Smart Plugin 1.0.1 on wour
compuker,

It is recommended that wou close all other applications

' ' | l r l I ' [ before continuing.
c I S c o Click Mexk ko continue or Cancel bo exit Setup,

.....................................

Mexk = Zancel

3. The License Agreement window appears.
Select | accept the terms of the license agreement radio button.
Click the Next button.

Cisco IMC Smart Plugin 1.0.1 Setup |
License Agreement alvaln
Please read the following license agreement carefully. cisco
End User License Agreement ﬂ
IMPORTAMT: PLEASE READ THIS EMD USER. LICEMSE AGREEMEMT CAREFLLLY, IT IS VERY

IMPORTAMT THAT YoOU CHECK THAT ¥OU ARE PURCHASIMG CISC0 SOFTWARE OFR,
EQUIPMENT FROM &N APPROVED SOURCE AMD THAT ¥OU, OR THE EMTITY YO

REPRESEMT (COLLECTIVELY, THE « CUSTOMER =) HAYE BEEM REGISTERED A5 THE END LUSER
FoR THE PURPOSES OF THIS CISCO EMD USER LICEMSE AGREEMENT. IF ¥OU ARE MOT
REGISTERED &5 THE EMD UISER. YO HAVE MO LICEMSE TO USE THE SOFTWARE ANMD THE
LIMITED WARRAMTY IN THIS EMD USER LICEMSE AGREEMEMT DiOES NOT APPLY. A35UMING
Yol HAYE PLURCHASED FROM AN APPROYED SOURCE, DOWNLOADING, INSTALLING OF.
II3IMG CI3C0 OR CISCO-SUPPLIED SOFTWARE COMNSTITUTES ACCEPTAMCE OF THIS

AGREEMERT.
TS CVWCTERAC TREIT WM TTC CHIDCTRT ALY | TECRICTRET TUCD SOETLUIAND TRICTE A SE S TS5 i
A I F

¥ I accept the terms of the license agreement.

™ I do nok accept the terms of the license agreement.

Imstalllammer

= Back Mext = Zancel
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4. The Start Copying Files window appears.
Click the Next button to begin copying files to default destination.
Note: Make a note of the plugin Install Directory for future reference.

Cisco IMC Smart Plugin 1.0.1 Setup E |

Start Copying Files atfvanfus

Review settings before copying files cisco

Setup has enough information ko skart copying the program files, IF wou wank to review or

change anw settings, click Back. IF wou are satisfied with the settings, click Mext to beqgin copying
Files.

Inskall Directory: ;I
E:'\Program FilesiHPYHP BT Softwarelinstalll Cisco_IMC_INFRASPT

Setup Type:
Typical

f o

Imstall Jammmer

{ Bal:k :, ......... N szt.:}...: Cal_":el |

After the installation is complete, the Installation Complete window appears.
Click the Finish button to complete installation.

Cisco IMC Smart Plugin 1.0.1 Setup Ei

Installation Complete

The Installer has successfully installed Cisco IMC Smart
Plugin 1.0.1. Click Finish to exit the wizard,

I
CISCO

Zancel
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5. On click of “Finish” button “CiscolMCMonitorService” is started.

indows" system32'netl.exe

The Cisco IMC Monitoring Service service is starting.
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2.2 Configuring the Cisco IMC Agent
Controller User Interface

This section describes the steps to configure the Cisco IMC Smart Plugin with management
server information and the details of the IMC nodes to be monitored.

2.2.1 Launching the Cisco IMC Agent Controller

Launch the Cisco IMC Agent Controller by double-clicking its icon created on Desktop.
The Cisco IMC Agent Controller User Interface (Ul) window appears.

i Agent !
“Contraller

2.2.2 Editing the Server Information

1. On the Cisco IMC Agent controller window, click the Server Details button to edit
HPOM server information.

mtiscn IMC Agent Controller M= E |

Controls

HPOM Details
Cisco IMC Server Information
Hostharme | Username | Domain | Port | S5L | Status

2. The OM Server Information window appears.
Specify OM Server Name, Web Service Port, Username and Password.

EHPDM Server Information E |

HPOM Server Name |HPDMWINDEV_vikrant.ciscn.cnm |
Username lAdrministrator |
Password |[eeescces |
SSL Web Service Port (443 |

| Check Connectivity
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3. Click the Check Connectivity button to verify the connection to the HPOM server.

4. If the connection was successful a Connect Successful popup appears. Click OK

button.

Connect Successful
Fa
W1 HPOM Server name and port verified successfiulhy.

OK

5. On successful connection, click the OK button in the OM Server Information window.

EDM Server Information |
OM Server Hame |HPDMWINDEV.vikrant.ciscn.cnm |
Username |Administratnr |
Password |"""" |

SSL Weh Service Port 443 |
Check Connectivity OK Cancel

2.2.3 Adding IMC Node Details

1. On the Cisco IMC Agent Controller window, click the Add button.

mtisco IMC Agent Controller M= B
Controls
‘ Export ‘ ‘ HPOM Details ‘

Cisco IMC Server Information

Hosthame Username Domain Port SSL Status
Les-27.ciscocom |admin 443 true Mot Manitared
Ues-28.ciscocom |admin 4473 trie Mot Manitored
Les-28.cizco.com |admin 443 true Mot Monitared
es-36.ciscocam |admin 443 triie Mot Maonitored
Les-22.ciscocom |admin 443 true Mot Monitored

2. The Add Cisco IMC Details window appears.
Specify Host Name, Username, Password and Port.
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B Add Cisco IMC Details =]

Please provide Cisco IMC Host Hame

Server Details

& IMC Host Name ucs-21.cisco.com

i) IMC Host Mames List

User Details
User Name ladmin |
Password |esesesesl |

Domain Name | |

S5L Port (443

Check Comectny_|

There are two modes to add an IMC node.
e Add each node individually (IMC Host Name).

e Add a list of nodes with common user names and password (IMC Host
Names List).

Note: The SSL connection is checked by default. However, you can uncheck the SSL
checkbox to change the connectivity to non-secure mode.

3. To add each node individually click on the first radio button and provide all the
details. Click the Check Connectivity button to verify the connection to the IMC and
to enable Add button.

The Security Alert window appears.

B security Alert [ X]

@)  The security certificate is from a trusted certifying authority.

-

The security certificate date is not valid.

The name on the security certificate is invalid or does not
match the name of the site.

Do you want to import the certificate and proceed?

Yes No View Certificate

Note: In case of a secure connection (SSL checked), the server certificate check
results appear.

Also in case of bulk upload, all the certificates are imported by default.
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4. To view the details of the certificate, click the View Certificate button.
The Details - Certificate window appears.

!Details - Certificate [ X

Field _ Value
Version 13
\Serial Number |14312451756032228733
\Signature Algorithm |SHATWiIthRSA
\Issuer ICN=samc17-A
WValidity |From : 6/22/09 1:08 PM to 6/22/10
‘Subject |CN=samc17-A
Signature |SHATWithRSA
\MDS Fingerprint |A3:66:20:DA'1C:32:32:55:84:B5
\SHA1 Fingerprint |CFF6:7A70:€0:18:C8:89:C3:D07

Close

5. Click the Close button.

The Securi

ty Alert window appears.

|§\ )]

b=

mSecurity Alert E3

The security certificate is from a trusted certifying authority.

The security certificate date is not valid.

The name on the security certificate is invalid or does not
match the name of the site.

Do you want to import the certificate and proceed?

] Yes

H No } View Certificate

10
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6. Click the Yes button to accept the certificate.
On successful connection, click the Add button in the Add Cisco IMC Details window.

B Add Cisco IMC Details ] |

Please provide Cisco IMC Host Hame

Server Details

i® |MC Host Hame ucs-21.cisco.com

i) IMC Host Names List

User Details
User Hame |admin |
Password |"""" |

Domain Hame | |

S5L Port 443

Check Connectivity | | Aidd | | Cancel

7. Click the Save button to save the node details in the application.
The details are saved successfully.

mtisco IMC Agent Controller M= E

Controls
| Save | ‘ Export ‘ | HPOM Details |

Cigsco IMC Server Information - Press Save to enable StartiStop

Hostname Username Domain Port S5L Status
ucs-21 cisco.com (admin 443 true Mot Manitarad

8. Bulk addition of node is possible only through a .csv file.

The .csv file should contain list of servers in the format as shown:-

Host Name

FQDN1, FQDN2, FQDN3
FQDN4

FQDN5, FQDN6

9. When we perform a check connectivity in this case, we get the result for each host in
a tabular form:-

11



Installation Guide Related Documentation

mtunnectivity Status of the Cisco IMC servers I

Connectivity Status of IMC Server

Host Hame Status «
UCS-27 . cisco.cam SUCCEeSS -
ucs-28.cisco.com SUCCeSS | =]
UCS-25 cisco.cam SUCCEeSS
ucs-36.cisco.com SUCCESS
Ucs-22 cisco.cam SUCCEeSS
UCs-23.cisco.com SUCCESS
ucs-12.cisco.com SuUCCcess -

[ ] lgnore and Continue

[ ] Export List as CSW

10. User has the option to either ignore the result and continue or export the result to
excel and then continue.

11. Once that is done, the add button gets enabled.

|l B Add Cisco IMC Details I

Please provide Cisco IMC Host Name
Server Details
_ IMC Host Hame

@ |MC Host Names List

Following details will be applied to all the servers of the list

User Details
User Hame |admin |
Password |-------- |

Domain Hame | |

55L Port (443

Check Connectivity | | Add | | Cancel |

12. Click the Save button to save the node details in the application. (As shown in above
mentioned pointer 7)
The details are saved successfully.

2.3 Configuring HPOM

This section describes the steps to add Cisco IMC nodes in the HPOM and to deploy the policies
on the HPOM management server.

2.3.1 Adding Cisco IMC Nodes in HPOM
To add Cisco IMC nodes to HPOM:

12
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1. Launch the HPOM Management Console.
The HP Operations Manager screen appears.

2. Right click on Nodes on the left side of the Console window. Select Configure from

this right click menu. Now select Nodes from the Configure menu.

=
i Operations Manager : HP-OM-WIN-9
£3 Services

SR ioda~

# {3 CI1SCO_UCS_Policies
[ Hierarchical Node Groups
(51 HPOM Self Management
(i Samples
5’3 Service Reports Maintenance
[l testCSeries
[+ l:—fi Policies grouped by type
[+ l:i Policies grouped by category
Ea Deployment packages
E5 Deployment jobs

+

® f@ b Configure Message Filters...
2 Nodes...
Bt A Tasks :
NI < Server...
= ER Tool:  View »  Service Types...
# =+ New Window from Here Services...
& ER _ Tools...
= Bt New Taskpad View... User Roles. ..
HERE  paste
= ERF
Certi  Properties
= Tig Polic Help
B R Frmermeer

3. The Configure Managed Nodes wizard appears.

Select Nodes and choose New Node from the right click menu.

EJ HP-OM-WIN-9: Configure Managed Nodes

Click on the node in the Discovered Nodes tree, draqg it to the Managed Nodes tree, and drop it :]
over the Folder you want to add it to.
OR
Select the Folder in the Managed Modes tree, right-click to open the context menu, then choose
Mew Node, ;l
--[& Discovered Nodes
f& pns New MNode
f& Microsoft Windows Metwork - Hr  MewExternalNode  Lyyer)
-fE Unmanaged Nodes with Agents LR sa  MNew Node Group
Paste Shortcut
Find...
Rename
Properties
[« | »]
| OK I Cancel | Apply Help
Z

13
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4. The Base Settings window appears.

5.

= xm =

Full Qualified Domain Name:

Isavbu-samc1 7.cisco.com

Display name: Isavbu-samc1 7

0S5 Version Information

" Use discovery service

Expert Mode |

Base Settings [ X |

yack I Next > I Finish Cancel Help

Yirtualization l Tools I Node Groups I Outage
General I Network I Message |dentification System
System Type: Agent Comm Type:
=1 [oa =1
Operating System: Bit Length: Agent Binary Format:
| SNMP =l Jo 3 I P =l
“ersion: [Required)
= = |
— Certificate

I Allow automatic granting of certificate

Certificate State: Undefined

— Prerequisites Check

If "Passed" is checked. prerequisites checking has been performed on
this node and all requirements have been met to ensure successful
deployment of agents and policies.

I Passed

| oK I Cancel I Apply I Help

Specify Fully Qualified Domain Name. Click the Expert Mode button.

The Node Properties window appears.
On the Node Properties window, select the System tab. Select the System type as

Other from the drop down menu. The Operating System, Bit Length and Version get
populated.

Node Properties E3 I

14
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6. On the Node Properties window, select the Message Identification tab.
Click the Add button.
The Add Name or IP Address window appears.

INode Properties X |

Vitualization I Tools | Node Groups ] Outage
General |  Network Message |dentification I System

Other names or addresses for node in browser messages:

Name |

Add Name or IP Address E3 I
If

a Name or IP Address:
I savbu-samc17-a.cisco.com|

e

0K | cance | Ay | Hep |

15
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7. Specify the Name or IP Address.
Click the Ok button.

[Fodeproperties |
Vituakzation I Tools | Node Groups | Outage
Genersl | Network Message Identification | System

Other names or addresses for node in browser messages:

Name l Add.. I
g ',l_"h -,‘4’/-:

savbu-samc17-a.cisco.com
savbu-samc17-b.cisco.com

If a message is received from a node with any of the above names or IP
addresses, it will be displayed as a message from this node.

0K ]| comel | Ay | Hee |

8. Click the OK button on the Node Properties window.
The node appears on the HPOM Configure Managed Nodes window.

EJ HP-OM-WIN-9: Configure Managed Nodes

Click on the node in the Discovered Nodes tree, drag & to the Managed Nodes tree, and drop it ;]
over the Folder you want to add it to.

OR
Select the Folder in the Managed Nodes tree, right-click to open the context menu, then choose

New Node. L'
- [&@ Discovered Nodes (= [& Nodes
[+ (&2 DNS [+ £ HP Defined Groups
[+ £@ Microsoft Windows Network [i] HP-OM-WIN-9 (Management Server)
+ @ Unmanaged Nodes with Agents savbu-tpi01
savbu-samci?

16



Installation Guide Related Documentation

9. Click the OK button. The added node appears in the Nodes section.

Lﬁ Operations Manager : HP-OM-WIN-9
® (@ services
= [ Nodes

+ [ig HP Defined Groups
+ [@ HP-OM-WIN-9 {(Management Server)
+ B savbu-samcl?
+ B savbu-tpiol
+ B savbu-tpi02
BE test_UCS
# 72 Tools

Certificate requests
= i Policy management

= [:'E Policy groups
[ CIsco_ucs_policies
[ Hierarchical Node Groups
[ HPOM Self Management
[ Samples
[;:,2 Service Reports Maintenance
[l testCSeries
Ei Policies grouped by type
[‘i Policies grouped by category

Deployment packages

£3 Deployment jobs

HEEEHEHBE

HEEHERBE

2.3.2 Deploying the Policies

The following two policies need to be deployed:

o IMC-AutoDiscovery policy which creates the hierarchy under the IMC node in HPOM
e IMC-opcmsg policy which receives the faults from the IMC node

To deploy IMC-Autodiscovery policy as an example:

1. Choose Policy Management > Policy Groups >Cisco_IMC_Policies.
2. Choose IMC-AutoDiscovery and select All Tasks from the right click menu. Select
Display on... from the All Tasks menu.

[FZ HP Operations Manager - [Operations Manager : HFOMWINDEV61'\Policy management',Policy groups\CISCO_IMC_Palicies]

File  Action View Faworites ‘Window Help
e HE 4L (RED=HE 2 6B
L& Operations Manager : HPG p
= & services
o Bppiications
B o Svstems Infrastruc
& testpiol

All Tasks ¥ i
Cut
Copy
Delete

0i26 A

o latest

&y ues-12.dsco.cc
{ip ues-23.dsca.cc
& ucs-8.cisco.cor
= £ Modes
[ HP Defined Groups Help
[ HPOMWINDEWE1 (T
5, tes-tpi0t
[, ucs-12
[ ues-21
%, ues-22
® I ues-23
B ues8
3 Tools
[ Certificate requests
& Tk Policy management
= B3 Policy aroups
3 c15co_me_pe

Properties

[Z c1sco_ucs P
[ Higrarchical o
[ HPOM Self Mar
3 samples
B3 Service Repart
[Z Palicies rouped by
[ Palicies grouped by
g Deployment packat
EX Deployment jobs

17
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3. The Deploy Policies on... window appears.
Select HPOM Management Server and click the OK button.

[§@lDeploy policies on... B3
- Deployment Nodes 1

" Select all nodes on which the current version of the policy is deployed
€ Select all nodes on which any version of the policy is deployed
(* Select nodes from the tree
Managed nodes:
= [wm] {68 Nodes
=+ [m] (& HP Defined Groups
I~ r-;‘j HP-OM-WIN-9 (Management Server)

— Deployment Options
T Deploy policy only if version is newer (physical nodes only)
[T Ignore policy owner

- Policy status after deployment
(= Enable
¢ Disable
" Keep existing

|[T] cancel | Help ]//

4. Deploying the policy populates the IMC Element hierarchy in the Service Hierarchy of
HPOM Management Console.
Note: Cisco IMC node should be added in both the Smart Plugin and HPOM, for the
hierarchy to populate. It may take some time for the hierarchy to be populated and
displayed in HPOM.

18
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Operations Manager : HP-OM-WIN-9
@ Services
# { Applications
= & Systems Infrastructure
E & samcl?
2 & Chassis 1
= & Fans
& Fan Module 1
& Fan Module 2
& Fan Module 3
& Fan Module 4
& FanModule 5
& Fan Module 6
& Fan Module 7
& Fan Module 8
10 Modules
& 10 Module 2
PSUs
& Psui
& Psu2
& Psu3
& Psud
Server 1
& Inventory
# & Interface Cards
# & Memory Arrays
# & Processors
& Server2
& Server3
& Server 4
& ServerS
& Server7
Fabric Interconnects
& Fabric Interconnect A
# & Fixed Module
& Fabric Interconnect B
Logical Elements
& MAC Pools
& Server Pools
| & Service Profiles
& Sub-Organizations
& UUID Suffix Pools
& WWNN Pools
& WWPN Pools
Rack-Mounts
& FEX2
® & FEX3
# & Rack Server 1
# & Rack Server 2
= (g Nodes
# [i@ HP Defined Groups
[& HP-OM-WIN-9 (Management Server)
[+ B savbu-samcl?
B savbu-tpiol

=] E? Tools :J

|»

[F=}
B

i
IPHEEIPEPIEEEIEEEE

NYPEH®EE

HPHEEEEEEPH

2.3.3 Configuring the HPOM properties for Discovery of
many IMC nodes

Auto discovery for multiple IMC servers takes more time than the default time provided by HP.
Timeout of three minutes is configured for the entire discovery process to run completely and
display the components on HPOM GUI. Therefore, “ACTION_TIMEOUT” which is an HPOM
property has to be modified depending on the number of servers added for discovery. For
instance, ACTION_TIMEOUT can be 30 minutes for 100servers.

19
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2.4 Start Monitoring

To start monitoring for multiple Cisco IMC nodes in IMC Node Information table:

1. Select multiple rows in the Cisco IMC Node Information table, with status as Not
Monitored or Faulted. The Start button is enabled.

BES Cisco IMC Agent Controller . =1
Controls

| Acdd | | Delete | | Export | | HPOM Details |

Cisco IMC Server Information

Hostname sername Domain Port SSL Statu:
Ucs-ZF.cisco.com |admin a4 rue Montore:
Ucs-ZS cisco.com |admin 44 rue M onitore:
Ucs-Z5 cisco.com |admin 44 rue M onitore:
Ucs-S6.cisco.com |admin 44 rue Monitore:
Ucs-Z3 cisco.com |admin 44 rue Monitore:
Ucs-22Z cisco.com _|admin 44 rue Monitore:
Ucs-12 cisco.com |[admin 44 rue M onitore:
Ucs-21 cisco.com |admin EE rue Monitore:
Lcs-Z0cisco.corm |admin EE rue ot Monitored
Ucs-c2A40-rm3.cis. . ladmin EE rue ot Monitored

2. Click the Start button. The status of the selected nodes changes to Monitored.

B Cisco IMC Agent Controller

;- Controls

i Stop | | Add Export | | HPOM Details

I Cisco IMC Server Information

1 Hostnarme Username Domain Port SSL Status

1 |ucs-27 cisco.com |admin 443 true Monitored

1 uesZ8cisco.com |admin 443 true Monitored

* |ugs-25 cisco.com |admin 443 true hMonitored
ucs-ZF6.cisco.com |admin 443 true Monitored
ucs-Z3 . cisco.com |admin 443 true Monitored
ucs-22 cisco.com  [admin 443 true hMonitored
ucs-17 ciscn corm ladmin EXE] true i
ucs-Z0.cisco.carm |admin 443 true Monitored 1
OCE=2 T CrEco cOrm (=TT =t troe [TomitoTed A

2.5 Stop Monitoring

To stop monitoring for multiple Cisco IMC nodes in IMC Node Information table:

1. Select multiple rows in the IMC Node Information table, with status as Monitored. The
Stop button is enabled.

Eisco IMC Agent Controller
Controls

Stop | | Add | Export | | HPOM Details

Cisco IMC Server Information

Hostname Username Domain Port SSL Status
ucs-28.cisco.com |admin 443 true Monitored
ucs-25.cisco.com |admin 443 true Monitored
ucs-36.cisco.com |admin 443 true Monitored
ucs-23.cisco.com admin 443 true Monitored
ucs-22cisco.com [admin 443 true Monitored

2. Click the Stop button. The status of the selected nodes changes to Not Monitored.

Eiscn IMC Agent Controller !El E
Controls
| Export | | HPOM Details |

Cisco IMC Server Information

Hostname Username Domain Port SSL Status
ucs-27 cizco.com |admin 443 true Mot Monitared
ucg-28.cigco.com |(admin 443 true Mot Monitored
ucs-25.cisco.com |admin 443 true Mot Monitared
ucs-36.cisco.com |admin 443 true Mot Monitored
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3 Uninstalling the Cisco IMC Smart
Plugin

This section describes how to uninstall the Cisco IMC Smart Plugin.
Before uninstalling, you have to stop the monitoring as described in Section 2.5

Un-installation is performed in 2 stages:

« Uninstall the two policies and delete the IMC nodes which were added on the HP-
Operations Manager. This has to be done manually as described in Section 3.1.

Uninstall the Smart Plugin application. This is done automatically by using the Smart
Plugin uninstaller as described in Section 3.3.

3.1 Uninstalling the Policies

To uninstall the policies, perform the following steps:

1. In the HPOM Management Console, Choose Policy management > Policy groups >

Cisco IMC Policies on the left side of the window pane.
The policies deployed during the Cisco Smart Plugin install process appear.

= HP Operations Manager - [Opetations Manager : HPOMWINDEY', Policy management',Policy groups',C5eries_Policies]

Eﬁle Action  Wiew  Favorites  Window  Help

I AP R IS N
= f Systems Infrastructure A i}
& (220M3-62.cisco.com
& urs-123.ciseo.com
fi ucs-cd60-m2. cisco.com
El g Nodes
i HP Defined Groups
B C220M3-62
[ HPOMWINDEY (Management Server
0 ucs-123
B ucs-cdhi-mz
&7 Tools
Certificate requests
1= T Policy management.
=l 7 Policy groups
[ CSeties_Policies
E,: Hierarchical Node Graups
[ HPoM Self Management
F—: Samples
[ Service Reports Maintenance
I 7 Policies orouped by type
=l B agent polices

[ ranfingile

Select IMC-AutoDiscovery policy and choose All Tasks from the right click menu.
Select Uninstall from.. from the All Tasks menu.

Diescripkion

Edit...
Update to latest

q Deplay on...

o) 3

i Uninstall fram ...
Delete
Propetties
Help

The Uninstall policies from... window appears. Click the OK button to uninstall the
policy from the management server.
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Uninstall policies from...

Deployment Nodes

(+ Select all nodes on which the current version of the policy is deployed
(" Select all nodes on which any version of the policy is deployed

(" Select nodes from the tree

G WG Defned Gy

Deployment Options
[V Force removal of policy
[~ Ignore policy owner

e

Help

7

The system returns to the HP Operations Manager screen.

3.2 Deleting the Cisco IMC Nodes from HPOM

To delete the Cisco IMC node from HPOM:

1. In the HPOM Management Console, Choose Nodes on the left side of the window pane.
Select Configure from the right click menu. Select Nodes from the Configure menu.
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[o}

perations Manager : HP-OM-WIN-9
Services
& Applications
i Systems Infrastructure

[
E

0
&l ® E G
&

3

Configure

=5

£

All Tasks »

View »
New Window from Here

#
Ba

—
o
o

Mew Taskpad View. ..

Paste

Properties

o
R
1*

Help

n¢E s E = =5

#1

7 Policy groups
3 c1sco_ucs_policies
= Hierarchical Node Groups
7 HPOM Self Management
3 samples
ﬁi Service Reports Maintenance
(3 testCseries
{3 Policies grouped by type
[+ Ei Paolicies grouped by category
EE Deployment packages
E5 Deployment jobs

BEE
(33

#

Message Filters. ..
Modes...
Server...
Service Types...
Services...
Tools...

User Roles...

2. The HPOM Configure Managed Nodes window appears.

2 HP-OM-WIN-9: Configure Managed Nodes

over the folder you want to add it to.
OR

MNew Node,

Click on the node in the Discovered Modes tree, drag it to the Managed Nodes tree, and drop it

Select the folder in the Managed Modes tree, right-click to open the context menu, then choose

=

fid|

C)-f& Discovered Nodes
[ DNS
£& Microsoft Windows Metwork
#-f& Unmanaged Nodes with Agents

=& Nodes
-f& HP Defined Groups

[-:] HP-OM-WIN-9 (Management Server)

R IIL] savbu-samcl 7

{8 savbu-tpi01 Find. ..
. test_UCS
W st Cut
Copy

Delete

Rename

Run Prerequisites Gheck

Run Agent Installation

Properties

Cancel |

AR | Help

Z

Note: Configuration Editor Wizard displays all the Nodes managed by the HPOM.

3. Select the node to be deleted and choose Delete from the right click menu.
The Confirm Delete dialog box appears.
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Confirm Delete

Deleting this node will remove it, and the services hosted on it,
! ,  from the management server inventory.
Are you sure you want to remove the node 'savbu-samc17'?

I

4. Click the Yes button. The Node is deleted and the system returns to the HPOM-
Configure Managed Nodes window.

) HP-OM-WIN-9: Configure Managed Nodes

Click on the node in the Discovered Nodes tree, drag it to the Managed Nodes tree, and drop it _-__I
over the folder you want to add it to.
OR
Select the folder in the Managed Nodes tree, right-click to open the context menu, then choose
E) (6@ Discovered Nodes = Elfl
=-{& DNS #-[@@ HP Defined Groups
& -[&@ Microsoft Windows Network [ HP-OM-WIN-9 (Management Server)
+ @ Unmanaged Nodes with Agents savbu-tpi01
Kl | ]

o] o | |

Z

5. Click the OK button to save the changes.

3.3 Uninstalling the Smart Plugin Application

To uninstall the Cisco-IMC Smart Plugin Application:

1. Launch the Uninstall Cisco IMC Smart Plugin icon from the Start menu.
A confirmation message appears.
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Uninstall Cisco IMC Smart Plugin 1.0.1 E

@ This will campletely remave Cisco IMC Smart: Plugin 1,01 From your syskem. Are vou sure you want ko do this?

2. Click the Yes button to continue with un-installation.

Note 1: If the application is not completely terminated before launching un-
installation, an error message appears. Please terminate the application and start the
un-installation process again.

G Terminate the application completely before uninstalling.

Note 2: If any instance of any of the folders created by the plugin is open , an error
message appears. Please close all the related folders and start the un-installation
process again.

Error

G Close all the folders created by the Plugin before uninstalling.

3. After resolving the errors, launch the Uninstall Cisco IMC Smart Plugin icon to start the
uninstaller.
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UnInstall Cisco IMC Smart Plugin 1.0.1

This will uninstall Cisco IMC Smart Plugin 1.0.1
from your system.

I
CISCO

I Delete current Cisco IMC Smark Plugin and HPOM server sekkings.,

Cancel |

4. To remove the IMC and HPOM settings from the system, select the checkbox Delete

current Cisco IMC and HPOM server settings from Cisco IMC Smart Plugin.
Click the Next button.

5. Once the next button is clicked, the service is stopped and deleted
“CiscolMCMonitorService” :-
ndows' system32inetl.exe

The Cisco INC Monitoring Service service is stopping.
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6. The Uninstall Complete window appears.

UnInstall Cisco IMC Smart Plugin 1.0.1

Uninstall Complete

Cisco IMC Smart Plugin 1.0.1 has been remaved Fram sour
sysken.,

Y
CISCO

Finish Zancel

Click the Finish button to exit.

4 Related Documentation

In addition to this guide, you can also refer to the Operations Guide - Cisco IMC Smart
Plugin_Windows.pdf to know more about the operations which can be performed on the Cisco
IMC Smart Plugin and the HPOM.

5 Appendix

5.1 Release Matrix

Cisco IMC CIMC Version HPOM Version Operations Agent

Smart Plugin Version

1.0.1 1.5(4) HP Operations Manager Operations Agent
Server - HPOM Windows Version 11.0.44
(OMW) 9.0
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