Policy Set changes after upgrade to ISE 2.3

It's documented in the ISE 2.3 Release Notes, as well as in the ISE 2.3 Upgrade Guide. However
those documents are difficult to understand, let alone, to get used to the new look and feel of the
ISE 2.3 Policy Sets. Here are some examples of the pre- and post-upgrade
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The first thing that strikes me as odd, is the F5 LTM Health Monitor and its AND condition — seems
superfluous. And also the “Radius Health Monitor — Default” — looks like | need to delete that line,
since it makes no sense here.

The same goes for any other Default Conditions that have been migrated.

Let’s Look at he F5 Health Monitor in more detail
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TACACS Policy Sets

Before — simplicity ...
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After — a complete shambles (I think it’s due to my “Allow_None” allowed protocols that causes all
these new Policy Sets to be created — what a pity — | liked the old ISE 2.2 :-<)
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