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Preface

Purpose

This document provides step-by-step procedures to migrate from Cisco Business Edition 5000 to Cisco Business Edition
6000.

Audience

The intended audience for this document is Cisco Unified Communications Manager service integrators and service
providers.

Obtaining Documentation and Submitting a Service Request

For information about obtaining documentation, submitting a service request, and gathering additional information, see
the monthly What’s New in Cisco Product Documentation, which also lists all new and revised Cisco technical
documentation at the following url:

http://www.cisco.com/en/US/docs/general/whatsnew/whatsnew.html

Subscribe to the What’s New in Cisco Product Documentation as a Really Simple Syndication (RSS) feed and set content
to be delivered directly to your desktop by using a reader application. Be aware that the RSS feeds are a free service, and
Cisco currently supports RSS version 2.0.

Cisco and the Cisco logo are trademarks or registered trademarks of Cisco and/or its affiliates in the U.S. and other
countries. To view a list of Cisco trademarks, go to this URL: www.cisco.com/go/trademarks. Third-party trademarks
mentioned are the property of their respective owners. The use of the word partner does not imply a partnership
relationship between Cisco and any other company. (1110R)

Any Internet Protocol (IP) addresses and phone numbers used in this document are not intended to be actual addresses
and phone numbers. Any examples, command display output, network topology diagrams, and other figures included in
the document are shown for illustrative purposes only. Any use of actual IP addresses or phone numbers in illustrative
content is unintentional and coincidental.



Migrate from Cisco Business Edition 5000 to Cisco
Business Edition 6000

Before You Begin

Before you begin this procedure:

e Ensure that your existing Cisco Business Edition 5000 (Cisco BE 5000) server is running version 9.1(1a) or later. If
not, please follow the upgrade procedure for Cisco BE 5000 to upgrade the system to version 9.1(1a) or later
before you utilize this migration process.

e Ensure that you have the installation media for the exact version of your Cisco BE 5000 system. If the installation
media is not available, please visit http://www.cisco.com/upgrade and utilize the Cisco Product Upgrade Tool

(PUT) to order the installation media.
e Record the IP address, hostname, version, services activated, and the MWI On Extension and the MW!I Off
Extension of your Cisco BE 5000 system.

Note: The procedure detailed in this document has been verified by migrating Business Edition 5000 release
9.1(1a) to Business Edition 6000/Unified Communications Manager version 9.1(1a). Migrations using this
procedure are only supported beginning with version 9.1(1a).

You must have a Windows computer system, for which you have program and driver installation privileges, with Internet
access, access to the Cisco BE 5000 system, and at least 600 MB of storage space. The exact amount of storage space
that you require depends on the size of your database.


http://www.cisco.com/upgrade

Procedure

1. Login to the Cisco Unified CM Administration interface of Cisco BE 5000 and choose Bulk Administration >

Import/Export > Export.

Note: You must activate the Cisco Bulk Provision Service for the Bulk Administration Tool to work. To activate
the Cisco Bulk Provision Service, choose Cisco Unified Serviceability from the Navigation drop-down list and

click Go. Choose Tools > Service Activation and check the Cisco Bulk Provision Service check box in the

Database Admin and Services area.
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2. Inthe Job Information area, enter a name for the database export in the Tar File Name field. To select all items
for export, click Select All.
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3.

(a) Click the Run Immediately radio button.
(b) Click Submit. To identify the job in the Job Scheduler, record the time that you clicked the Submit button.
Note: It could take some time for the job to run depending on the deployment.
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To see the status of the export job, choose Bulk Administration > Job Scheduler. Proceed to the next step after
the Status displays Completed. Refresh the page or click Find to see an updated job status.
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Choose Bulk Administration > Upload/Download Files. Click Find and check the check box for the file from Step
0. To save the file, click Download Selected. Be sure to note the location the file is saved to.
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You must create a user with appropriate access permissions to perform an export of the data. To create a user,
you must create an Access Control Group for hosting permissions. To create an Access Control Group, choose
User Management > User Settings > Access Control Group and click Add New.
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Enter a name in the Name field of the Access Control Group Information area and click Save.
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Choose Assign Role to Access Control Group from the Related Links drop-down list and click Go.
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1) *- indicates required item.

You must assign roles to the group that you created. Click Assign Role to Group. On the pop-up page that
displays, click Find. Check the Standard AXL API Access check box and click Add Selected. Click Save.
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To create a user for access to the COBRAS Export for Connection tool, choose User Management > Application
User and click Add New.
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11. Enter the Application User Information for the new user. Be sure to include a password and remember both the
password and the username.
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12. Scroll to the Permissions Information area and click Add to Access Control Group. On the pop-up page that displays,
click Find and check the check box next to the access control group that you created in the previous steps. Click Add
Selected and Save.
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13. Log in to Cisco Unity Connection Administration and choose Cisco Unity Connection > Users > Import Users. In
the Find area, choose Application User from the In PhoneSystem drop-down list and click Find. Check the check
box next to the username that you created in Step 11 and click Import Selected.
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14. Choose Cisco Unity Connection > Users > Users and type the username in the field next to the Find button and

click Find. Click the user alias. Hover over Edit in the menu and choose Roles from the list of options.
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15. Choose Remote Administrator and System Administrator from Available Roles and click the up arrow icon (/)
to move them to Assigned Roles. Note that one or both of these roles may already be assigned. Click Save.
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16. Choose Cisco Unity Connection > System Settings > Advanced > Connection Administration. Enter a value in

17.

18.

the Database Proxy: Service Shutdown Timer (in Days) field to cover the anticipated upgrade periods and click
Save.

Note: Cisco recommends that you do not run the proxy service after the upgrade is complete.
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SMPP Providers Cisco Unified Mobile Advantage: Accept Self-signed Certificates for Event Service Subscription Notifications =]

- " . . 5
cnversations Host Name/Address for Link to Cisco PCA in Notification Messages

Messaging M
~Intrasite Netwarking administration Session Timeout (in Minutes) 20
Telephony Display Schedules in 24-hour Format ]
“Reports
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Save
-

Choose Cisco Unity Connection Serviceability from the Navigation drop-down list and click Go. Choose Tools >
Service Management and activate Connection Database Proxy service in the Optional Services area, if it is not
activated.

Note: If you restart the server, the Connection Database Proxy service will remain shut off. After a system
restart you must repeat this step to activate the service again.
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Connection Access Layer 119:03:45 Activated Started
Connection Branch Syne Service 119:10:19 Activated Started
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Connection Integrated Mailbox Configuration 119:03:45 Activated Started

To install the COBRAS Export tool, go to
http://www.ciscounitytools.com/Applications/General/COBRAS/COBRAS.html. Scroll down to the COBRAS
Export for Connection 7.x and later table. Click the Download Now link and choose the install option. The

installation method and steps to install directly from your browser depend on your browser application. In a
worst case, save the file to a known location and run it from there. Note that Version 8.0.0.24 is the version that
is utilized for this document. You can see the version during installation and the version should match what is
noted on the web page.


http://www.ciscounitytools.com/Applications/General/COBRAS/COBRAS.html

19.

20.

21.

22.

23.

When prompted to install the Informix ODBC Drivers, click the Informix ODBC Drivers link next to the Download
Now link. Choose either version of the drivers and click Download Now. Save the .zip file. Note that this
document used Version 3.50 TC9 of the driver; Version 3.70 TC5 will work as well.

Extract the .zip file. Browse to the folder where you extracted the .zip file. Right-click the folder and choose
Properties to ensure that the folder is not read-only.

Open a command prompt and navigate to the directory where you extracted the .zip file. On a 64-bit version of
Windows, run the command: set PATH=C:\WINDOWS\SysWOW®64\;%PATH%. To run the installer, type the
executable name on the command prompt: installclientsdk for 3.70 TC5, or “IBM Informix Client-SDK” for 3.50
TCO.

Start the COBRAS Export for Connection tool. Enter the IP address of the Cisco BE 5000 server in the Server
Name field. Leave the Port as 20532. Enter the User name and Password that you created in Step 11 and click
OK.

%, Cisco Unity Connection Remote Lagin ﬁ
Server Name
10.89.60.22 -
Part
[ 20532
I Uzer name
- n cobra
P. d
MHENTI&) e
HTTF Prowy Requires Seperate Authentication
Prosy user name
Froxy password
| Help 0% '| | ak \_'| ‘ Cancel O|
e —

On the Backup Options tab, choose the options that you want to back up. Note that choosing to export secure
messages requires an encryption key password. If you choose to export secure messages, remember the
encryption key password for later use.

= ——
% COBRAS Export for Comnection =13 = T

Corfiqure  Options  Help

Backup Options | § elect Backup D estination | Active Command Line Options | Cannection Server Details|

Subscribers:
] Inchide resting WEY fies
] Include ~oice names
Include private disibution fst detais

9] Include voice messages
Orly include messages newer than |20 days ald
Include secure voice messages in backup
Include deleted messages in backup (NDTE: thess restore as savediead messages]

© Include meseages for al subscrbers

Include messages onl for selected subscibers | choose
Call Handlers:
7] Include wreeting Wa fies
7] Inclids woice names
Public: Distribution Lists:
Include list membership detals
Include voice names
License Details for Migration to Connestion 9.5 and Later
Include ficerse host 1D information neded to igrate to Connection 3¢ and later. NOTE: this requires another login for CLI Access

Evprt Progress Detais
Export stage:
Currert Dbject

T4 Expert Data ! Exit

10.89.60.22 9.1(0.31)




24. Click the Select Backup Destination tab. Click Browse and choose a folder to save the export files. Click Export
Data. If you miss or forget something, you are prompted for an appropriate action to correct the error.

 COBRAS Exportfor Comnectioh . it

Configure  Options  Help

Backup Options { Select Backup Destinalion | Active Command Line Dptions | Connection Server Detais |

Select the folder where all exparts for the current Cannection server will be lacated. ‘You can select a separate folder for sach Connection server
you are waiking vith f you fike which allows youta keep the number of older backups aiound based on the seltings you have configured on a per
server basis which may be desiable.

I¥s highly recammended that the backup lacatian be on the fil system of OBRAS on. Y
mapped diive for

CA\Temp\Cobras_exports

Export Progress Detalls
Eaport stage:
Curert Okject

10.89.60.22 9.1(031)

When the export is complete, the window refreshes as shown below.

—
# COBRAS Export for Connection L | - IS

Configure  Options  Help

Backup Options | Select Backup Destination | Active Command Line Options | Connection Server Detai|

Select the folder where all exports for the cunient Cannection server wil be located. You oan select a separate folder for each Connection server
‘you are working wihif you ke which alows you to keep the number of older backups around based on the setings you have configured on a per
server basis which may be desirable.

11 highly recommended that the backup location be on the file system of the local clisnt you are running COBRAS on. You can certainly select a
mapped dive for remote storage but the performance impact may be significant

Ci\TempACobras_exporty

1
Il
I Export Complete ‘
i
i A Export complete. 0 error(s) and 4 warning(s) encountered. Review the
| og file now?

E#port Progress Detals °
M

Expottstage:  [37 of 37] Backing up all mailboxes selected for export

| Cunent Object:  [100.0% complete]
| [[Thread 00B)[12/17/2610:33:50], 12 messages found for subsciber: moh3000497 a

(Thread D0G]. [12/11/2610:3352] Messaged donniaad from server sa far. 4052

[Thread 006].[12/11/28103352], _ Processing .0 3000438

I |Dbiectid=albé2cib-5730-4f2d bEc-2d05370e 331

[Thiead 00B]. [12/11/2810:33:52). 10 messages found for subsoiiber: moh3000498

[Thiead D0B]. 1 2/11/25 10:33:54] Messaged download fiom server so far: 4072

[Thiead 0011, [12/11/2810:33:57]. Prossssing temporary files that failed to delete during main export
[Thiead 001].[12/11/28 10:33:67).  No faied fle deletes to be reprocessed

[Thiead 001]. [12/11/28 10:33:57]. Background ODEC data Expart completed.

10.89.60.22 9.1(0.31)




25.

26.

27.

28.

29.

Log in to the Cisco Unified CM Administration interface of Cisco BE 5000 and choose System > Enterprise
Parameters. In the Prepare Cluster for Rollback area, change the value for Prepare Cluster for Rollback to pre
8.0 to True.

WEEECELE Cisco Unified CM Administration -

alim)in  Cisco Unified CM Administration
cisco § - . X
For G=ca L i ccmadministrator ‘Search Documentation About Logd

System v Call Roufing v  Media Resources v Advanced Features v  Device »  Application User Management v  Bulk Administration Help =

Enterprise Parameters Configuration

000000

000000 -

MLPP Indication turned off - MLPP Indication turned off

No preemption allowed - No preemption allowed
30

False - False

LBM Security Mode * Insecure -
CAPF Phone Port * 3804 80s

False

Prepare Cluster for Rollback
Fl'eual'e Cluster for Rollback to pre 8.0 * True - False ‘

— Phane LIRI

Note: Before you select the value True from the drop-down list of Prepare Cluster for Rollback to pre 8.0 field,
make sure to register all the phones and ensure they are online. You will need to manually delete the ITL from
all phones that are not online during this process before they register and operate correctly on the new Cisco BE
6000 server.

A pop-up appears. Click OK.

Note: The information provided in the pop-up is invalid for the current version. It applies only for pre-8.6(1)
versions. Phones will reset automatically and you need not restart the services.

Click Save.

Note: Ensure all the Cisco Unified IP Phones restart and re-register with the Cisco BE 5000 server before you
proceed to the next step. Wait for 5-10 minutes for the phones to complete the process.

Shut down the Cisco BE 5000 server.

Perform a fresh installation of the Cisco Unified Communications Manager application for the Cisco BE 6000
installation. In the Cisco BE 6000 installation, give Unified Communications Manager the same hostname and IP
address that are used in the Cisco BE 5000 installation that you are migrating from. Your Cisco BE 6000
installation must have the same version of Unified Communications Manager as the Cisco BE 5000 installation
that you are migrating from. Refer to the documentation that is provided with the installation media or the
documentation that is available online for assistance with the installation.

Note: The procedure detailed in this document has been verified by migrating Business Edition 5000 release
9.1(1a) to Business Edition 6000/Unified Communications Manager version 9.1(1a). Migrations using this
procedure are only supported beginning with version 9.1(1a).



30. After the Cisco BE 6000 installation of Unified Communications Manager is complete, choose the Cisco Unified
Serviceability interface of Cisco BE 6000 from the Navigation drop-down list and click Go. Choose Tools >
Service Activation and activate the services that were activated on the Cisco BE 5000 installation that you are
migrating from.

Note: You must activate the Cisco Bulk Provision Service for the Bulk Administration Tool to work (Refer to Note
section of Step 1).

= g - e [\ T Cisco Unified S bility
all Cisco Unified Serviceability LRl Cisco Unified Serviceabili
€IS€®  por Cisco Unified Communications Solutions

ccmadministrator About Logout
Alerm ~  Trace - | Tools v | Snmp v CalHome ~  Help -

Service Activatio) LEEENIRIVER Control Center - Feature Services ~

‘Control Center - Feature Services

1;;3 Save! Control Center - Nebw ark Services

Servicesbilty Reports Archive

Status:
(DRready Audit Log Configuration

Lecations 3

Server” 5e033b-22-cuem  ~ [Go|

Select Server |  CR
’7]7 Check All Services

CM Services
‘ Service Name ‘ Activation Status

" Cisco CallManager Deactivated
r Cisco Messaging Interface Deactivated
2 Cisco Unified Mobile Voice Access Service Deactivated
~ Cisco IP Voice Media Streaming App Deactivated
v Cisce CTIManager Deactivated
v Cisco Extension Mobility Deactivated
2 Cisco Extended Functions Deactivated
2 Cisco DHCP Monitor Service Deactivated
= Cisco Intercluster Lockup Service Deactivated
o2 Cisco Location Bandwidth Manager Deactivated

31. Log in to the Cisco Unified CM Administration interface of Cisco BE 6000 using the Navigation drop-down list
and choose Bulk Administration > Upload/Download Files. Click Add New.
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32. In the Upload the CSV file area, click Browse and choose the .tar file that you saved in Step 0. Choose
Import/Export from the Select The Target drop-down list. Choose Import Configuration from the Select
Transaction Type drop-down list and click Save.
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Status

(@ S

Upload the €SV file
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33. Choose Bulk Administration > Import/Export > Import. From the File Name drop-down list in the Select File
area, choose the .tar file that you uploaded and click Next.
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34. Click Select All. Scroll to the Advanced Features area and check the Override the existing configuration check
box. Click the Run Immediately radio button in the Job Information area and click Submit.

35.
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ccmadministrator  Search Documentation
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System v Cal Routing ~  Media Resources ~

I}anvit @ Select Al @ Clear All

[¥] Application User CAPF Profile

End User CAPF Profile
Device Data
[#] Softkey Template

Phone Services
Device Defaults
Phone
Feature Control Policy
Advanced Features
Message Waiting Numbers
SAF Forwarder
Intercompany Media Engine Server Connections
Intercompany Media Services Enrolled Pattern
Intercampany Media Services Learned Route

EMCC Feature Configuration

Advanced Features v
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Credential Policy Default
@] uc service

[¥] Gatekeeper
Phone Button Template

Device Profile
Recording Profile

Default Device Profile

[ voice Mail Pilot
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Intercompany Media Service
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nport Configuration

Buk Administration =  Help v
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VPN Gatewsay
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VPN Group
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[¥] VPN Feature Configuration Called Party Tracing

—Job

Job Description

un Immediately

Import Configuration

Run Later (To schedule and activate this job, use Job Scheduler page.)

— [ Submit | [ SelectAll | [ Clear All |

To see the status of this job, choose Bulk Administration > Job Scheduler. If there are multiple jobs scheduled,
look for the job with the latest time. Proceed to the next step after the Status displays Completed. Refresh the
page or click Find to see an updated job status.
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36.

37.

38.

You must rerun the import for the end user data, because the first import does not perform directory number
associations for the users. To import only the end user data, choose Bulk Administration > Import/Export >
Import. From the File Name drop-down list in the Select File area, choose the .tar file that you uploaded and
click Next.
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Check the End User check box in the User Data area. Check the Override the existing configuration check box in
the Advanced Features area. Click the Run Immediately radio button in the Job Information area and click
Submit. Choose Bulk Administration > Job Scheduler to see the status of this job. If there are multiple jobs
scheduled, look for the job with the latest time. Proceed to the next step after the Status displays Completed.
Refresh the page or click Find to see an updated job status.

e ] Ty " " -
For Cisco Unified Cormmilii ccmadministrator  Search Documentation  About  Logd]

System v CsllRouting ~ Media Resources v  Advanced Festurss v  Device »  Applcation w  User Management »  Buk Administration = Help =

[Import Configuration
D ‘Submit @ Select All @ Clear All

User Data
[C151P Realm [C] applieation User [T] Access Control Group [Clrole
[T] Application User CAPF Profile [Clcredential Policy Default [[I credential Policy End User
[T1End User CAPF Profile [(uc service [T service Profile
Device Data
[T softkey Template [l Gatekeeper [T Trunk [T s1P Profile
[“1Phone Services [ClPhone Button Template [l common Phone Profile [ Gateway
[l pevice Defaults [Tl pevice Profile [C]common Device Configuration [ClcT1 Route Point
[[Iphene [CIRecording Profile [ Remote Destination [T] Remote Destination Profile
[T Feature Control Policy [T Default Device Profile [71s1P Normalization Script
Advanced Features
[C]Message Waiting Numbers [[vaice Mail Pilat [T vaice Mail Profile [T voice Mail Port
[C15AF Forwarder [C1sAF Security Profile [CIemMcc Remote Cluster [ClemMcC Intercluster Service Profile
[Cl1ntercompany Media Engine Server Cannections [l 1ntercompany Media Service [J1ntercompany Media Services Trust Group [l intercompany Media Services Trust Element
[Cintercompany Mediz Services Enrolled Pattern [Cintercompany Mediz Services Enrolled Group  [] Intercompany Media Services Exclusion Group [T Fallback Profile
[Clintercompany Media Services Learned Route [Clvpn profile [Clven Gateway [C]ven Group
[ClEMcC Feature Configuration [Cl1intercompany Media Services Firewall [l tntercompany Media Services Exclusion Number [] Tntercampany Media Services E.164 Transformation
[Cl1ntercompany Media Services Feature Configuration [C] Fallback Feature Configuration []wPN Feature Configuration [Clcalled Party Tracing

[Vl override the existing configuration

—Job

Job Description Import Configuration

@ Run Immediately (@ Run Later (To schedule and activate this job, use Job Scheduler page.)
— [ Submit | [ Selectall | [ Clear All |

Perform a fresh installation of Cisco Unity Connection for the Cisco BE 6000 installation. For further information,
see the Cisco Unity Connection installation documentation at the following URL:
http://www.cisco.com/en/US/products/ps6509/prod installation guides list.html



http://www.cisco.com/en/US/products/ps6509/prod_installation_guides_list.html

39. Log in to Cisco Unity Connection Administration, choose Cisco Unity Connection > Users > Users, and click Add
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Key:

In the Name area, enter a username in the Alias field. In the Phone area, enter a value in the Extension field.
Click Save.

Note: You will use the user that you created in this step to log into the COBRAS Import for Connection tool that
is used to import the Cisco Unity Connection database.
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41. Hover over Edit and choose Roles.
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Administration LEECEl Cisco Unity Connection Administration +
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Choose Remote Administrator and System Administrator from Available Roles and click the up arrow icon (/)
to move them to Assigned Roles, if those roles are not assigned for this user. Click Save.
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Hover over Edit and choose Change Password. In the Choose Password drop-down list, choose Web
Application. Enter a password in the Password and the Confirm Password fields. Click Save.
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44. Choose Cisco Unity Connection > System Settings > Advanced > Connection Administration. Enter a value in
the Database Proxy: Service Shutdown Timer (in Days) field to cover the anticipated upgrade periods and click
Save.

Note: Cisco recommends that you do not run the proxy service after the upgrade is complete.
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45. Choose Cisco Unity Connection Serviceability from the Navigation drop-down list and click Go. Choose Tools >
Service Management and activate the Connection Database Proxy service in the Optional Services area, if it is
not activated.

Note: If you restart the server, the Connection Database Proxy service will remain shut off. After a system
restart you must repeat this step to activate the service again.
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fapq\amnn CM Database Event Listzner 119:10:33 Activated Started

onnection Database Prox: 119:10:32 Activated Started

Connection Dizgnostic Portal Service 119:03:45 Activated Started

Connection File Syncer 00:00:00 Deactivated Stopped Not Activated




46. Choose Cisco Unity Connection Administration from the Navigation drop-down list and click Go. Choose Cisco

47.

48.

Unity Connection > System Settings > SMTP Configuration > Server. Check the Allow Connections From
Untrusted IP Addresses check box and uncheck the Require Authentication From Untrusted IP Addresses check
box. Change the value for Transport Layer Security From Untrusted IP Addresses is field from the drop-down
list to Disabled. Click Save.

aliiln  Cisco Unity Connection Administration (YRR Cisco Unity Connection Administration v ¢
cisco . R
For e e ccmadministrator Search Documentation About Sign O

[~ Cisco Unity Connection SMTP Server Configuration ‘SMTP Server Configuratio

B System Settings “  SMTP Server Configuration  Edit  Refresh  Help

General Configuration

Cluster
“Authentication Rules Status
—— (@ Updated SMTP Server |
Restriction Tables
~-Licenses
Schedules SMTP Server Configuration
Holiday Schedules I

~Global Nicknames
Subject Line Formats
Attachment Descriptions Limit Number of Simultaneous Incoming Connections

SMTP Domain™

0.com Change SMTP Domain

~Enterprise Parameters Limit Number of Simultaneous Outgeing Connections P
“Service Parameters
Plugins Limit Size of Message 10000 Kilobytes
Fax Server Limit Messages Accepted per SMTP Session 10
EiLDAP
(A ——— Limit Number of Recipients per Message 15000
i Server __ Delivery Retry Timeout 240 i
“-Smart Host
B-Advanced Allow Connections From Untrusted 1P Addresses
Bl Telephany Integrations [0 Require Authentication From Untrusted IP Addresses
i SyE= Transport Layer Security From Untrusted IP Addresses is: Disabled +
Port Group

“-Speech Connect Port

—y Fields marked with an asterisk (*) are required.

Choose Cisco Unity Connection > Telephony Integrations > Phone System and click Add New. Enter the
hostname or IP address of the Unified Communications Manager system in the Phone System Name field and
click Save.

alh.  Cisco Unity Connection Administration
cisco

(EWEELRELE Cisco Unity Connection Administration + §C

For Cisco Unified Communications Solutions

ccmadministrator  Search Documentation About

T Cisco Unity Connection

Phone System Basics (10.89.60.22)

LoAP
5-SMTP Configuration Phone System  Edit  Refresh  Help
Server
Smart Host
El-advanced Status
SMPP Providers ’7& The phone system cannot take calls until a port group is set. Use the Related Links to add a port group.
Conversations
“~Messaging Phone System
Intrasite Networking Phone System Name* 17 gg 50,22
Telephony
e [7] Default TRAP Phone System
Connection Administration Message Waiting Indicators
FERL [T Send Message Counts
Disk Capacity
e [ Use Same Port for Enabling and Disabling MW1s
-RSS [7] Force All MWIs Off for this Phone System
Cluster Canfiguration Synchronize All MWIs on This Phone System
£
ax . Call Loop Detection by Using DTMF
“Unified Messaging Services
API Settings [7] Enable for Supervised Transfers
El Telephony Integrations [ Enable for Forwarded Message Notification Calls (by Using DTMF)
“Phene Systzm DTMF Tone To Use o~
Port Group
B Guardilime) 2500 milliseconds
Speech Connect Port Call Loop Detection by Using Extension
Trunk
run Enable for Forwarded Message Notification Calls (by Using Extension)
B-Security
5 Teols = Phone View Settings
Task Management [7] Enzble Phone view
~Bulk Administration Tool CTI Phone Access Username
Custom Keypad Mappin
vp pping CTI Phone Access Password
Fi-Migration Utilities
Grammar Statistics Outgoing Call Restrictions

From the Related Links drop-down list on the top right, choose Add Port Group and click Go next to the drop-
down list. In the Port Group Description area of the New Port Group page, enter the prefix of the port that you
configured from the previous install in the Device Name Prefix field. Enter your MWI On Extension and your
MWI Off Extension in the corresponding fields.

Note: To verify the voice-mail port prefix and MWI numbers, log in to the Cisco Unified CM Administration
interface of Cisco BE 6000 using the Navigation drop-down list. For voice-mail port prefix, choose Advanced



Features > Voice Mail > Cisco Voice Mail Port and for MWI, choose Advanced Features > Voice Mail > Message
Waiting.

49. In the Primary Server Settings area, enter the hostname or IP address of Unified Communications Manager in
the appropriate IPv4 or IPv6 field. Click Save.

50.

51.

cisco

Cisco Unity Connection Administration
For Cisco Unified Communications Solutions

WEMEERLGY Cisco Unity Connection Administration

ccmadministrator  Search Documentation  About

. Cisco Unity Connection

LDAP
El-sMTP Configuration
Server
“Smart Host
E-Advanced
SMPP Providers
-~ Conversations
Messaging
~Intrasite Networking
Telephany
Reports
“~Connection Administration
TRAP
~Disk Capacity
PCA
RSS
~~Cluster Configuration
Fax
Unified Messaging Services
API Settings
E Telephony Integrations
“‘Phone System
Port Group
Port
-~Speech Connect Port
Trunk

RS

Search Port Groups » New Port Grouf}
New Port Group
i [INMOREN S Check Telephony Configuration = [Go

Port Group ~ Reset  Help

New Port Group
Phone System  10.89.60.22 -

Creste From @ port Group Type SCCP -

Fort Group
Port Group Description
Display Name* 10.89.60.22-1
Device Name Prefix* ciccoum-vi
MWI On Extension 8888
MWI OFf Extension  ggag
Primary Server Settings

1Pv4 Address or Host Name 10.g9.60.22
1Pv6 Address or Host Name
Bort 2000
LS Port

Fields marked with 2n asterisk (*) 2re required.

2443

From the Related Links drop-down list, choose Add Port and click Go. In the New Phone System Port area of the
New Port page, enter a value in the Number of Ports field, for example 8. Click Save.

cisco

Cisco Unity Connection Administration
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(EWECEE Cisco Unity Connection Administration

l Cisco Unity Connection

LoAP
EI'SMTP Configuration
-server
*-Smart Host
El-Advanced
“SMPP Providers
Conversations
Messaging
~Intrasite Networking
Telephony
Reports
“Connection Administration
TRAP
Disk Capacity
“PCA
RSS
Cluster Configuration
“Fax
Unified Messaging Services
API Settings
Bl Telephony Integrations

Phane System
Port Group
~Port
Speech Connect Port
Trunk

Searc New Poi
New Port
o CEETERRRGY Check Telephony Configuration ~ |Go

Port  Reset Help

Status

F'j! Because it has no port aroups, PhoneSystem is not listed in the Phone system field. ‘

New Phone System Port

Enzbled
Number of Ports g

Phone System  10.89.60.22 ~

Port Group 10.89.60.22-1 ~
Server 52033b-23-cuc.cisco.com +
Port Behavior

[¥] Answer cCalls

[¥] Perform Message Notification

[¥]send MWI Requests (may also be disabled by the part group)

(] [Z]allow TRAP Connections

Security Mode

Non-secure v

To install the COBRAS Import tool, go to
http://www.ciscounitytools.com/Applications/General/COBRAS/COBRAS.html. Scroll down to the COBRAS

Import for Connection 7.x and later table. Click the Download Now link and choose the install option. The
installation method and steps to install directly from your browser depend on your browser application. This
document utilized Version 1.2.17.0 of the tool. If required, install the Informix ODBC Drivers as described in Step

19.


http://www.ciscounitytools.com/Applications/General/COBRAS/COBRAS.html

52. Start the COBRAS Import for Connection tool. Enter the IP address of the Cisco Unity Connection server in the
Server field. Leave the Port as 20532. Log in with the Username and Password that you created in Step 40. Click
OK.

@ Cisco Unity Connection Legin Iﬁ

Server: |'| 0896023 j
Part: | 20532

Logir: cobra

HERRERK

Password: [

[~ HTTP Prosy Requires Separate Authentication

Logir:

Fazswiord:

Help Cancel 14

53. In the Select backup database location area, click Browse and choose the database backup file that you saved
during the export process. The database backup file name usually begins with UnityDBData_Backup_. Click Next.

(1 of 39) COBRAS Impart for Unity Connection - Import to 10.89.60.23

Eile Options Help

The COBRAS import ity works in corijanction with the COBRAS esport tool ta allow restores, moves and migrations of Subsorbers, Call Handiers, Intervier
handlers, Schedule and/or Public Distibution Lists and their membership information. I the following wizard pages pou will select which objects you wish to restore
anto the Linty Carnection server and then be asked to resolve all canflicts and missing links associated with those tems you choose to restore.

Please review the help fle and on scieen instiuctions carefuly before proceeding. There are also training videos available on the tools' home page that contain
usefulinformation that shouid be viewed before using COBRAS in 2 praduction envitonment.
Unity Connection Server Information
Server Name: 10.89.60.23
Unity Connection version: 91.0.31
Total call handler count: 4

Total subsciber count: 3

Select backup database location

C:\TempACobras_export\COBRAS_Backup_20121120_03_41_44_10.88.60 22\UrityDEData_Backup_10.836022_20121120 [ Brawse || UNC

Unity version: Connection 9.1(0.31] [co-res]
Server Name: 10.89.60.22
Backup Date:  11/20/20129:41:44 AM
Total cal hander count 3
Total subscriver count 502
Total distribution st count. 3
Woice messages: 4072

Help < Previous Next > Exit

54. In the Select Subscribers to Restore window, click Add Subscribers to Grid and click Next.

(2 of 39) COBRAS Import for Unity Connection - Import to 10.89.60.23

Select Subscribers to Restore

Select subscribers for mpart

Allsubscibers v
Add Subscribers To Grid OMLY restore messages for a single selected subscriber Users in Grid 502
[ Alias Display Name: Fist Name: | Last Name | Extension | Comorate Email | C0S =

moh3000001 mohamed 3000001  mohamed 3000001 3000001 Vinice Mal User COS
moh3000002 mohamed 3000002 mohamed 3000002 3000002 Voice Mal User COS
moR3000003 mokamed 3000003 mohamed 3000003 3000003 Vaice Mal User COS
moh3000004 mohamed 3000004  mohamed 3000004 3000004 Voice Mal User COS
moh3000005 mohamed 3000005 mohamed 3000005 3000005 Voios Mal User COS
moh3000006 mohamed 3000006  mohamed 3000006 3000008 Voioe Mal User CO5
moh3000007 mohamed 3000007  mohamed 3000007 3000007 Voice Mal User COS

meh3000008 mohamed 3000008 mohamed 3000008 3000008 Vaice Mal User COS
moh3000009 mohamed 3000009 mohsmed 3000009 3000009 Vaoice Mal User COS
meh3000010 mohamed 3000010  mohamed 3000010 3000010 Vaice Mal User COS
moh3000011 mohamed 3000011 mohamed 3000011 3000011 Vaice Mail User COS
moh3000012 mohamed 3000012 mohsmed 3000012 3000012 Voice Mal User COS
meh3000013 mohamed 3000013 mohamed 3000013 3000013 Vaice Mal User COS
moh3000014 mohamed 3000014  mohsmed 3000014 3000014 Voice Mal User COS

| moh3000015 mohamed 3000015 mohsmed 3000015 3000015 Vaice Mal User COS
moh3000016 mohamed 3000016  mohsmed 3000016 3000016 Vaice Mail User COS

i moh3000017 mohamed 3000017 mohsmed 3000017 3000017 Voice Mal User COS
moh3000013 mohamed 3000018  mohamed 3000018 3000018 Vaice Mail User COS

moh3000013 mohamed 3000019 mohamed 3000019 3000019 Voice Mal User COS

AAnAAON rorbamad INNANDN  mnkamed 300000 3007090 Vimira M il nar CNE

=

Help << Previous Mext > Exit




55. In the Select Call Handlers to Restore window, click Add Handlers to Grid and click Next.

| R R
13 cusinprte it gm0 T

| Select Call Handlers to Restore
Select call handiers for mpait
Al cal handiers [v]
Add Handiers To Grid Henders inGid 3|
I | Display Hame [Estension | Message Recipient T(H
Operator 0 Operator I
I Upening Greeting Undeliverable hlessages i
Undeivs :
1l
I I
|
N

56. In the Select Custom Recordings to Restore window, click Add greetings to grid and click Next. Continue in this
manner for the next several windows that display and answer any questions when you are prompted, until the
Resolve Partition References window displays.

e
{4 of 39) COBRAS Import for Uity Connection - Import to 10.3@_

| Select Custom Recordings to Restore.

|
Select custom recerdings o restore

|| A grestings I

| dd grestings o grid Grestingsingid 0 |

[ Displayhame.

57. In the Resolve Partition References window, double-click UNMAPPED and click Search. Click the partition that
displays in the Name pane of the Partition Search window and click OK. In the Resolve Partition References

window, click Next.

N —

Search By o
(%) Neme R -
’(14nf3?wBRASlmpunhLlnilndnmcﬁun-[n‘mnng Search Concel
Resolve Partition References||[x

This table includes a lis of pariions that are referenced by the subscib
unmapped entries by selecting a patttion on the voices mal system to use
Update the list of avaiiable partitions if you change this on the voice mal

| [Backed up Pattiion Name |E; tion Name on % oice Mail Serve
| | senB4b-cuembe Partiton [

Copyto al Unmapped Fiows
L
|
=

58. Continue to click Next, unless you obtain an error indicating conflicts. In case of conflicts, click the conflicting
row to either overwrite or create a new entry to avoid the conflict. If you change a row, click Save in the Update
area. You can also choose to ignore a conflict. To ighore a conflict, click Next and continue to the next window.



59. In the Resolve Switch References window, double-click Phone System. Click Search in the Switch Search

window that displays and choose the phone system that you created in Step 47. Click OK. In the Resolve Switch
References window, click Next.

(25 of 39) COBRAS Import for Unity Connection —lmpi — —

SEREHE]

Resolve Switch Refereng| « st |
This table includes a list of Suitches that are referenced by i Search

veice mal system, they can be faund in the crop doun in th
Suwitch on the voics mail system to use for that item before cof| | Display Name
you change this on the voice mail server whie COBRAS is || PhoneSystem

Backed Up Switch Name | Existing Switch Name on Voice

Copy o all Unmapped Rows

60. In the Resolve Search Space References window, double-click UNMAPPED. In the Search Space Search window

that displays, click Search. Select the search space name and click OK. In the Resolve Search Space References
window, click Next.

Search Spoce sear N |
B |
s ) =

Seach o—
(36 of 39) COBRAS Import for Unity Connection - Import to 10.89.60.23 =

Resolve Search Space References

This table includes a st of search spaces that are referenced by the subsciibers or call ha
selecting & search space on the voice mal system to use far that item before: continuing, Tl
available search spaces if you change this on the voice mail server while COBRAS is runni

Backed up Seaich §pace Name | Existing Search Space Name on Vice Mail Server
se64b-oucmbe Search Space

Copy to all Unmapped Fiows




61. In the Import Objects window, click Start Import.

Note: If you saved secured messages during the export initialization in Step 23, check the Restore messages
marked secure check box. Before you click Start Import, in the pop-up window that displays enter the
encryption key password that you created at the time of export.

(39 of 39) COBRAS Import for Unity Connection - Import to 10.89.60.23

Import Objects

You can select to restore messages i 2 mevsage backup fle is found in the rame folder that the directon backup is running from and at least one subscrber i
selected for restore. You can choose ta onl restare messages and nat update any director information for users tha already exist in the Cannection diectory,

| Restore voice messages for selected subscrbers
| Alow duplicate messages to be restored for users (for restores to Conneclion 86 o later only)
For esisting users ONLY restore messages (do not update other propeties for eisting users)
Restore messages marked secure
Start Import Cancel
Frogiess
I Impott stage: Saving object mapping selections...

Currert chisct:

|| [11728/2012 2 3376 P G.aving schedue mappings to MDB -
Il | Runvingin Briefease made

Woice messages selected for import

Secure messages not selected for import

Duplcale messages set (o be allowed
= routing rules nat selected for restore ===
> N custom key maps selected for restore >
11./28/2012 24315 Ph: =T emplates and partiions selected for use during restare ===
11/26/2012 24315 PM.  New drectory handler partiion=se033-23-cuc Pariian
11/28/2002 24315 Ph:  New distribution list parttion=seD33b-23-cuc Partiion
11/28/2012 24315 PM:  New call handier template=System Call Handler Template
11/28/2012 24315 P New subscriber template=oice Mail Uiser Template
11/28/2012 24315 PM:  No user selling overides selected
11/28/2012 24315 P * saving object mappings *
‘wza/zm 224315PM:  Caling csp_grammaC

m

"ause and csp_NetowrkReplicatiorPau

l Help: << Brevious Hext > Exit

Upon completion of the import process, the Import Objects window refreshes and the Cobras Import for

Connection window displays an import complete message. The import process may take several hours to
complete depending on the size of your database.
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Import Objects

You can select to restore messages if @ message backup file s found i the same folder that the diector backup is running from and at least one subsciiber is
sellected for estore. ou can chopse to only restore messages and not update any dieoctory nformation for wsers that alieady exist in the Connection drectory.

| Restore voice messages for selected subscribers
v| &llow duplicate messages to be restered for users (o restores to Connection 8.6 or later only)
For existing users ONLY restore messages [do not update other properties for existing users)
Flestore messages marked secure

Start Import

Cobras Import for Connection =
Fiogiess

Import stage. Complete

Curtent object Import complete, 0 errors and O warnings encountered, 0 information iterns
TR0 25527 T Frompinooman | noted in the log as well, Review the log output for details. »
11/28/2012 35327 PH: Message sent
11/28/2012 35327 PM: Rlestoring messag
W 1172872012 3:53:26 PM Sender sl

11/28/2012 35328 PM New sender oK
11/26/2012 353:28 PM Fromélias=mah

11/28/2012 35328 PM:  Message sent
11/28/2012 35328 PM: 4072 messages sent (o the Connection server

11/28/2012 35328 FM.  Caling to re enable disabled notfication devices

11/26/2012 35328 PM:  Fie enabling disabled nofication devices tumed off during message restore.
11/26/2012 35328 PM: Mo disabled devices found o be re enabled

11/28/2012 35328 PM.  Checking for routing e import flag

11/26/2012 35328 PM:  Starting report construction

11/268/2012 3:53:28 PM: No data found in the report output kable, report generation skipped
11/28/2012 35328 PM: Import complete

Help << Previous Hest s> Exit




62. Once the migration process is complete, log in to Cisco Unity Connection Administration from the Navigation
drop-down list and click Go. Revert the changes made in Step 46 and set the options back to the original values.
Click Save.

Il Cisco Unity Connection Administration
Cllliéol For Cisco Unified Communications Solutions

LENRENGIM Cisco Unity Connection Administration +

administrator  Search Documentation ~ About  Sign Out

I Cisco Unity Connection SMTP Server Configuration SMTP Server Configuration

RIS SMTP Server Configuration  Edit  Refresh  Help
~Directory Handlers
Interview Handlers
-~Custom Recordings |§"il
PR SMTP Server Configuration
[ Message Storage
SMTP Port # 25
~Mailbox Stores
~-Mailbox Stores Membership SMTP Domain® cucm911queue | Change SMTP Domain |
-~Mailbox Quotas . .
. Limit Number of Simultaneous Incoming Connections 20
®-Message Aging
Networking Limit Number of Simultaneous Outgoing Connections 2
[ Unified Messaging .
Limit Size of Message 10000 Kilobytes
~Unified Messaging Services
Unified Messaging Accounts Status Limit Messages Accepted per SMTP Session 10
#-SpeechView Transcription TR BEDE
imit Number of Recipients per Message
[ Dial Plan Lt J 15000
Partitions Delivery Retry Timeout 240 Minutes

~-Ggarch Spaces

[ System Settings ‘:\ Allow Connections From Untrusted IP Addresses

-~General Configuration v Require Authentication From Untrusted IP Addresses

~Cluster Transport Layer Security From Untrusted IP Addresses is:  Reguired *
Roles

~Restriction Tables [save |

~Licenses T
Schedules Fields marked with an asterisk (*) are required.

Note: To validate the correct operation of the BE 6000 system, Cisco recommends executing a test plan upon
completion of this migration procedure. The test plan should cover all critical features and call paths (for
example, incoming PSTN, outgoing PSTN, calls across trunks to external systems, calls to hunt groups, CTl route
points, voice messaging, video functionality, Extension Mobility, Single Number Reach (mobility), and 3rd party
applications such as call recording, CDR billing servers, operator consoles). The specific test plan depends on the
environment and customer requirements. Additionally, Cisco recommends executing a manual backup of the
system once proper system operation has been validated.
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